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Abstract
This scientific overview explores the application of blockchain technology and smart contracts in the insurance industry. It discusses 
their impact on various aspects such as claims management, underwriting, policy management, fraud prevention, and emerging 
trends. The benefits of automation, transparency, and efficiency in claims management are highlighted, along with examples of 
successful implementation. The potential of blockchain in enhancing underwriting processes and risk assessment through access 
to trusted data is explained. The advantages of transparent and auditable policy records, policy issuance, and enforcement 
through smart contracts are discussed. The role of blockchain in combating insurance fraud and its potential to improve trust 
and transparency are examined. The challenges of scalability, regulation, interoperability, and privacy are addressed, along with 
strategies for successful adoption. Lastly, the emerging trends of tokenization, parametric insurance, and peer-to-peer insurance 
are explored, envisioning a transformed insurance landscape driven by blockchain and smart contracts.
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1. Introduction 
The insurance industry has long grappled with numerous challenges, 
including manual processes, excessive paperwork, fraudulent 
activities, and a lack of transparency. These challenges not only 
hinder operational efficiency but also create trust and reliability 
issues among stakeholders. However, emerging technologies such 
as blockchain and smart contracts offer transformative solutions to 
address these longstanding industry pain points.

Blockchain technology, often referred to as a distributed ledger, 
has gained significant attention across various sectors due to its 
ability to securely store and share information in a decentralized 
and transparent manner. In the context of the insurance industry, 
blockchain holds immense potential for revolutionizing traditional 
processes and overcoming existing limitations.

Smart contracts, which are self-executing digital contracts 
that automatically enforce predefined conditions, complement 
blockchain technology by enabling automated and tamper-proof 
agreements. By eliminating the need for intermediaries and 
manual interventions, smart contracts can streamline operations, 
reduce costs, and enhance trust in insurance transactions.

This article aims to explore the challenges faced by the insurance 
industry and shed light on how blockchain technology and smart 
contracts offer transformative solutions. By leveraging blockchain’s 
immutable and transparent nature, insurers can enhance operational 

efficiency, combat fraud, and foster trust among stakeholders. 
Additionally, the introduction of smart contracts automates and 
enforces policy terms, expediting processes and ensuring accuracy.

In the following sections, we will delve deeper into the 
specific applications of blockchain and smart contracts in the 
insurance industry, highlighting their potential to revolutionize 
claims management, underwriting, policy management, fraud 
prevention, and emerging trends. By harnessing the power of 
these transformative technologies, insurers can reshape the 
industry, enhance customer experiences, and usher in a new era of 
transparency, efficiency, and trust.

1.1. Understanding Blockchain and Smart Contracts in Insurance 
Technology Overview
Blockchain technology is a decentralized and distributed ledger 
system that enables the recording and verification of transactions 
across multiple participants in a network. It consists of a chain 
of blocks, where each block contains a set of transactions. These 
blocks are linked together using cryptographic techniques, 
ensuring the immutability and security of the recorded data [1, 2].

The core principles of blockchain technology, such as consensus 
mechanisms and cryptographic hashing, contribute to its 
transparency and integrity. Consensus mechanisms ensure that all 
participants in the network agree on the validity of transactions and 
the order in which they are added to the blockchain. Cryptographic 
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hashing secures the data by converting it into a unique alphanumeric 
string, making it virtually impossible to tamper with or alter past 
transactions without detection.

Smart contracts, on the other hand, are self-executing contracts 
with the terms of the agreement directly written into code. These 
contracts are stored on the blockchain and automatically execute 
actions when predefined conditions are met. Smart contracts 
eliminate the need for intermediaries and facilitate automated, 
trustless transactions [3].

2. Smart Contracts in Insurance
In the insurance industry, blockchain technology and smart 
contracts offer several advantages:
• Transparency: Blockchain provides a transparent and auditable 
record of all transactions and changes, which helps to enhance 
trust between insurers and policyholders. All participants can view 
and verify the details of insurance policies, claims, and payments, 
reducing the potential for disputes or fraud.
• Immutability: Once data is recorded on the blockchain, it becomes 
nearly impossible to alter or delete. This feature ensures the 
integrity and permanence of insurance-related records, reducing 
the risk of data manipulation or unauthorized changes.

• Automation: Smart contracts automate various insurance 
processes, including policy issuance, claims management, and 
premium payments. By removing manual interventions and 
streamlining workflows, blockchain-based smart contracts can 
improve operational efficiency and reduce administrative costs. 
Increased Efficiency: The decentralized nature of blockchain 
technology eliminates the need for intermediaries, such as brokers 
or third-party administrators. This streamlined process reduces 
delays, paperwork, and associated costs, leading to faster and more 
efficient insurance operations [4].

Streamlining Claims Management Blockchain and smart 
contracts offer significant potential to automate and streamline the 
claims management process in the insurance industry. By
leveraging these technologies, insurance companies can enhance 
efficiency, accuracy, and transparency throughout the claim’s 
lifecycle.

3. Automation and Streamlining of Claims Management
Blockchain can create a shared and immutable ledger accessible 
to all relevant parties involved in the claims process, including 
insurers, policyholders, and third-party service providers. This 
shared ledger enables real-time updates and transparency, reducing 
the need for manual reconciliation and communication between 
stakeholders.

Smart contracts can automate various steps in the claim’s 
management process, such as claim registration, documentation 
submission, and evaluation. These

self-executing contracts are programmed with predefined 
conditions and automatically trigger actions based on those 
conditions, eliminating the need for manual intervention and 
reducing processing time.

3.1. Utilization of Smart Contracts for Claims Verification, 
Validation, and Payouts
Smart contracts can automate the verification of claims by 
integrating with external data sources, such as IoT devices, 
wearables, or external databases. This integration enables 
automatic and real-time data collection, which can help validate 
the authenticity and accuracy of the claimed information.

Through predefined rules and conditions within smart contracts, 
the evaluation and validation of claims can be automated. The 
contract can verify if the claim meets specific criteria and validate 
the necessary documentation or evidence.

Smart contracts can also automate the calculation and disbursement 
of claim payouts. Once the validation process is complete, the 
contract can trigger the release of funds based on the predefined 
rules and conditions, ensuring faster and more efficient payouts.

3.1.2. Real-World Examples of Blockchain-Based Claims 
Management Systems
B3i (Blockchain Insurance Industry Initiative): B3i is a 
collaborative initiative involving multiple insurance companies 
that aims to develop blockchain-based solutions for the insurance 
industry. It has developed a blockchain platform for claims 
management, enabling secure and transparent sharing of claims 
data among insurers and reinsurers [5].

Axa: Axa, a multinational insurance firm, has implemented a 
blockchain-based solution for flight delay insurance claims. 
Through the use of smart contracts, Axa automates the verification 
and settlement of claims by integrating with flight delay databases, 
ensuring faster and more accurate compensation for policyholders 
[?].

Fidentiax: Fidentiax, a blockchain-based digital marketplace for 
tradable insurance policies, utilizes smart contracts to automate 
the claims settlement process. The platform enables policyholders 
to submit claims through a decentralized system, streamlining the 
verification and payout process [7].

4. Enhancing Underwriting and Risk Assessment Improving 
the Underwriting Process with Blockchain
Blockchain technology can enhance the underwriting process 
in insurance by providing access to trusted and immutable data. 
Through the use of a decentralized and distributed ledger, insurers 
can securely access and verify data from various sources, such as 
policyholders, third-party databases, and IoT devices.

Immutable records on the blockchain ensure the integrity and 
reliability of underwriting data, reducing the risk of fraudulent 
or inaccurate information. This enables insurers to make more 
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informed underwriting decisions based on reliable and transparent 
data sources [8].

5. Potential of Blockchain-Based Identity Verification, Fraud 
Prevention, and Data Sharing
Blockchain-based identity verification can streamline the 
underwriting process by securely and efficiently verifying the 
identity of policyholders and other stakeholders. By leveraging 
distributed ledger technology, insurers can eliminate the need for 
multiple identity checks, reducing paperwork, time, and costs.

The transparency and immutability of blockchain can contribute to 
fraud prevention in insurance. By recording and timestamping all 
transactions and interactions on the blockchain, insurers can detect 
and prevent fraudulent activities more effectively.

Data sharing among insurers and other relevant parties can 
significantly improve risk assessment. Blockchain enables secure 
and controlled data sharing, allowing insurers to access additional 
information, such as claims history, medical records, or vehicle 
telematics, leading to more accurate risk evaluation and pricing 
[9].

6. Examples of Insurance Companies Leveraging Blockchain 
for Underwriting and Risk Management
ZhongAn, a Chinese insurtech company, utilizes blockchain 
technology for supply chain finance. By incorporating data from 
various parties in the supply chain, including manufacturers, 
logistics providers, and insurers, they create a comprehensive risk 
profile and provide tailored insurance solutions [10].

AXA, a multinational insurance company, has partnered with 
a startup called Fizzy to offer blockchain-based flight delay 
insurance. Through the use of smart contracts and verified flight 
data on the blockchain, AXA streamlines the underwriting 
process, automates claim payouts, and enhances transparency for 
policyholders [11]. After two years AXA declined[?] this project 
and started with market transactions in cooperation with Société 
Générale [12].

Swiss Re, a leading reinsurer, has collaborated with a technology 
firm to develop a blockchain-based platform for sharing insurance 
data. This platform enables insurers to access and contribute to a 
shared pool of risk data, leading to more accurate underwriting 
decisions and improved risk management.[13]

7. Improving Policy Management and Transparency
Enhancing Policy Management with Blockchain Blockchain 
technology can enhance policy management by creating transparent 
and auditable policy records.

With blockchain, policy data is recorded in a decentralized and 
distributed ledger, providing a single source of truth accessible 
to all relevant parties, including insurers, policyholders, and 
regulators.

The transparency of blockchain ensures that policy records are 
tamper-proof and easily auditable. Every change or update made 
to the policy is recorded as a new block in the blockchain, creating 
an immutable audit trail of policy history. This transparency and 
immutability increase trust among stakeholders and mitigate 
disputes related to policy terms or coverage [14]. Benefits of 
Using Blockchain for Policy Issuance, Updates, and Renewals 
Blockchain streamlines the policy issuance process by enabling 
secure and efficient data sharing among insurers, intermediaries, 
and policyholders. Through a distributed ledger, insurers can 
access and verify relevant information, such as personal details, 
claims history, and risk assessments, leading to faster and more 
accurate policy issuance.

Policy updates and endorsements can be seamlessly recorded on 
the blockchain, ensuring that all stakeholders have access to the 
most up-to-date policy information. This eliminates the need for 
manual paperwork and reduces administrative burdens and errors 
associated with traditional policy management processes.

Blockchain also facilitates policy renewal processes by automating 
the verification of policyholder information and enabling the 
seamless transition from the current policy term to the renewed 
term. This automation improves efficiency and enhances the 
overall customer experience [15].

8. Potential of Smart Contracts to Automate Policy Enforcement 
and Facilitate Policyholder Interactions
Smart contracts, which are self-executing contracts with predefined 
conditions and actions, can automate policy enforcement 
processes. These contracts can automatically trigger actions such 
as premium collection, claims processing, and policy terminations 
based on predefined rules and events. This automation reduces 
the need for manual intervention, enhances accuracy, and ensures 
policy compliance.

Smart contracts can also facilitate policyholder interactions by 
enabling self-service functionalities. For example, policyholders 
can access their policy information, submit claims, or request 
policy changes through a user-friendly interface integrated with 
smart contracts. This enhances convenience and engagement while 
reducing the dependency on intermediaries.

Furthermore, smart contracts can automate the payment of policy 
benefits or claims based on predefined conditions. By eliminating 
the need for manual claims processing and verification, smart 
contracts enable faster and more efficient payouts to policyholders 
[16].

Mitigating Fraud and Enhancing Trust Combating Insurance Fraud 
with Blockchain’s Immutability and Transparency:
Blockchain’s immutability and transparency can significantly 
contribute to combating insurance fraud. The immutability of 
blockchain records ensures that once data is recorded, it cannot 
be altered or tampered with. This feature provides a reliable and 
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auditable trail of insurance transactions, making it difficult for 
fraudsters to manipulate or falsify information.

The transparency of blockchain allows for real-time visibility and 
access to transactional data by authorized participants, such as 
insurers, policyholders, and regulatory bodies. This transparency 
enables stakeholders to verify the authenticity and accuracy of 
insurance transactions, reducing the risk of fraudulent activities.

By leveraging blockchain technology, insurers can create a 
decentralized and distributed ledger where policy details, claims 
data, and transactional information are securely stored. This 
decentralized approach ensures that no single party has control 
over the data, reducing the risk of fraudulent manipulation or data 
breaches.

9. Decentralized Consensus and its Role in Ensuring Trust 
among Stakeholders Decentralized 
consensus is a fundamental concept in blockchain technology 
that plays a crucial role in ensuring trust among stakeholders. In a 
decentralized blockchain network, consensus mechanisms, such as 
Proof of Work (PoW) or Proof of Stake (PoS), enable participants 
to collectively agree on the validity and order of transactions 
without relying on a central authority.

Through decentralized consensus, blockchain networks establish 
trust by ensuring that transactions are validated and agreed upon 
by a majority of network participants. This consensus mechanism 
eliminates the need for intermediaries or centralized entities, 
reducing the risk of manipulation, fraud, or single points of failure.
Decentralized consensus not only enhances trust but also 
strengthens the security of insurance transactions. The distributed 
nature of blockchain networks makes them more resilient to 
attacks or attempts to alter transactional data, further mitigating 
the risk of fraud.

10. Examples of Blockchain-Based Insurance Platforms and 
Consortia Focused on Fraud Prevention and Trust-building
Insurwave: Insurwave is a blockchain-based platform that focuses 
on marine insurance. It leverages distributed ledger technology 
to enhance transparency and reduce fraud by providing real-
time visibility into policy and claims information, streamlining 
processes, and enabling secure data sharing among insurers, 
brokers, and clients.

RiskStream Collaborative: RiskStream Collaborative is a 
consortium of insurance industry participants dedicated to 
advancing blockchain applications. They have developed multiple 
blockchain solutions, including a fraud detection and prevention 
platform. The platform utilizes blockchain technology to detect 
and prevent fraudulent activities by securely sharing and analyzing 
data across the consortium members.

TrustedChain: TrustedChain is a blockchain-based platform 
developed by the Institute of International Finance (IIF). It focuses 

on enhancing trust and transparency in the insurance sector. The 
platform enables secure and immutable record-keeping, facilitating 
fraud detection and prevention by creating a trusted and auditable 
trail of insurance transactions.

11. Overcoming Challenges and Adoption Considerations
Challenges and Potential Obstacles in Implementing Blockchain 
and Smart Contracts in the Insurance Industry Implementing 
blockchain and smart contracts in the insurance industry comes 
with various challenges and potential obstacles that need to be 
addressed. These challenges include technological, organizational, 
and regulatory aspects.

Technological challenges encompass scalability, as blockchain 
networks may struggle to handle a large volume of transactions in 
real-time. The capacity to process a high number of transactions 
per second is crucial for the widespread adoption of blockchain in 
insurance.

Organizational challenges involve transforming existing legacy 
systems and integrating blockchain solutions with existing IT 
infrastructure. This requires careful planning, coordination, 
and collaboration among different stakeholders in the insurance 
ecosystem.

Regulatory considerations play a significant role in blockchain 
adoption. The legal frameworks and regulatory compliance 
requirements need to be carefully evaluated and adapted to 
accommodate the unique features and capabilities of blockchain 
and smart contracts. Regulatory clarity and alignment are 
essential for creating an enabling environment for blockchain 
implementation in insurance.

12. Scalability, Regulatory Considerations, Interoperability, 
and Privacy Concerns 
Scalability is a critical consideration for blockchain adoption in 
the insurance industry. As the number of
Transactions increases, the blockchain network must have the 
capacity to handle the growing load efficiently. Scaling solutions, 
such as off-chain processing, sharding, or layer 2 protocols, 
need to be explored and implemented to ensure the scalability of 
blockchain-based insurance systems.

Regulatory considerations involve navigating the legal and 
compliance landscape. Compliance with existing regulations, such 
as data protection, privacy, and anti-money laundering, needs to 
be ensured when implementing blockchain and smart contracts in 
insurance. Collaboration between industry participants, regulators, 
and policymakers is necessary to develop appropriate regulatory 
frameworks that foster innovation while addressing potential risks 
and concerns.

Interoperability is another challenge in implementing blockchain 
solutions in insurance. Interoperability refers to the ability of 
different blockchain networks and systems to communicate and 
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share data seamlessly. Standardization efforts and the development 
of interoperability protocols and frameworks are essential to 
enable efficient data exchange and collaboration among insurers, 
reinsurers, brokers, and other stakeholders. Privacy concerns 
arise due to the transparent and immutable nature of blockchain. 
While blockchain provides transparency and trust, it also poses 
challenges regarding the privacy of sensitive data. Implementing 
privacy-enhancing technologies, such as zero-knowledge proofs or 
secure multiparty computation, can help address privacy concerns 
while still leveraging the benefits of blockchain technology.

13. Insights into Successful Adoption Strategies and Collaborations
Successful adoption strategies for blockchain and smart contracts 
in insurance involve collaboration among insurers, technology 
providers, and regulators. Collaboration facilitates knowledge 
sharing, development of industry standards, and alignment of 
interests and goals. Industry consortia and partnerships between 
insurers and technology providers play a crucial role in driving 
blockchain adoption in insurance. These collaborations enable the 
pooling of resources, expertise, and shared development efforts to 
tackle common challenges and accelerate the implementation of 
blockchain-based solutions.

Collaboration with regulators and policymakers is essential 
to establish a supportive regulatory environment. Engaging in 
dialogue, providing feedback, and participating in regulatory 
sandboxes or pilot programs allow insurers and technology 
providers to contribute to the development of regulations 
that balance innovation, consumer protection, and regulatory 
compliance.

14. Future Trends and Outlook
14.1. Emerging Trends in Blockchain-Powered Insurance
The insurance industry is witnessing several emerging trends 
powered by blockchain technology. These include the tokenization 
of insurance policies, parametric insurance, and peer-to-peer (P2P) 
insurance.

Tokenization of insurance policies involves representing insurance 
policies as digital tokens on a blockchain. This allows for increased 
liquidity, fractional ownership, and improved accessibility of 
insurance coverage.

Tokenization also enables innovative insurance products, such as 
microinsurance, where individuals can purchase small fractions of 
policies tailored to their specific needs. 

Parametric insurance leverages smart contracts and real-time 
data feeds to automate the claims process based on predefined 
parameters. This type of insurance eliminates the need for 
complex claims assessments and expedites payouts in the event of 
a triggering event, such as a natural disaster or flight delay. 
P2P insurance utilizes blockchain and smart contracts to facilitate 
direct interaction and risk-sharing among individuals without 
the involvement of traditional insurance intermediaries. P2P 
insurance platforms enable individuals to pool their risks, set their 

own coverage terms, and process claims through transparent and 
automated smart contracts.

15. Exploring Potential Future Developments and Impact on 
the Insurance Industry
The future development of blockchain and smart contracts in 
the insurance industry holds significant potential. Several areas 
of impact include improved efficiency, cost reduction, enhanced 
customer experience, and increased trust and transparency. 
Enhanced efficiency can be achieved through streamlined processes, 
automated claims settlement, and simplified underwriting enabled 
by smart contracts. This leads to faster policy issuance, reduced 
administrative burdens, and optimized operational workflows.

Cost reduction can be achieved by eliminating intermediaries, 
reducing fraud, and improving risk assessment through access 
to verified and immutable data on the blockchain. This can 
lead to lower premiums, improved risk management, and more 
competitive insurance products.

The customer experience can be enhanced through self-service 
options, personalized products, and simplified claims processes. 
Blockchain technology enables policyholders to have greater 
control over their insurance policies, transparent access to policy 
terms, and seamless interaction with insurers through automated 
smart contracts.

The trust and transparency provided by blockchain can increase 
confidence among insurers, policyholders, and regulators. The 
decentralized and immutable nature of blockchain ensures the 
integrity of data and transactions, reduces fraud, and facilitates 
regulatory compliance.

Blockchain and smart contracts have the potential to reshape 
the insurance landscape by revolutionizing traditional insurance 
processes and introducing new business models. The use 
of blockchain technology enables a more collaborative and 
interconnected insurance ecosystem, fostering partnerships 
between insurers, reinsurers, brokers, and other stakeholders. It 
enables the creation of innovative insurance products, customized 
coverage options, and efficient risk-sharing mechanisms. Smart 
contracts automate various insurance processes, reducing reliance 
on manual intervention, improving accuracy, and enhancing trust. 
They enable real-time data exchange, policy enforcement, and 
claims settlement, leading to faster and more efficient insurance 
operations.

The combination of blockchain and smart contracts creates a 
foundation for enhanced data security, privacy, and auditable 
records. It allows for the secure sharing of information while 
ensuring compliance with data protection regulations. Ultimately, 
the vision of blockchain and smart contracts in the insurance 
landscape is to create a more customer-centric, efficient, and 
transparent industry that empowers individuals, reduces costs, and 
mitigates fraud   and risks.



Volume 1 | Issue 2 | 110Eng OA, 2023

References
1. Oliver Bodemer,      

https://www.linkedin.com/in/oliver-bodemer/, LinkedIn
2. Bouri, E., Molnár, P., Azzi, G., Roubaud, D., & Hagfors, L. 

I. (2017). On the hedge and safe haven properties of Bitcoin: 
Is it really more than a diversifier?. Finance Research Letters, 
20, 192-198.

3. Beck, R., & Müller-Bloch, C. (2017). Blockchain as radical 
innovation: a framework for engaging with distributed ledgers 
as incumbent organization.

4. Tapscott, A., & Tapscott, D. (2017). How blockchain is 
changing finance. Harvard Business Review, 1(9), 2-5.

5. Blockchain Research Institute (2023): “Our 2023 Program - 
Toward Web3: Digital Assets, Digital Transformation”, https://
www.blockchainresearchinstitute.org/brimembership/2023

6. Braun, A., Cohen, L., & Xu, J. (2019). fidentiaX: The tradable 
insurance marketplace on blockchain.

7. AXA (2017): “AXA goes blockchain with fizzy”, https://www.
axa.com/en/news/axa-goes-blockchain-withfizzy, 03.09.2017

8. A. Clere (2023): ‘How will blockchain technology reshape 
the insurance market?”, https://insurtechdigital.com/articles/
how-will-blockchaintechnology-reshape-the-insurance-
market Insuretech, 17.03.2023

9. Amponsah, A. A., Adebayo, F. A., & WEYORI, B. A. (2021). 
Blockchain in insurance: Exploratory analysis of prospects 
and threats. International Journal of Advanced Computer 
Science and Applications, 12(1).

10. A. Leung (2016): “Chinese E-Insurance Company, Partners 
With Ethereum for Blockchain Insurance Platform ”, https://
cointelegraph.com/news/chinese-e-insurancecompany- 

partners-with-ethereum-for-blockchain-insuranceplatform, 
2016

11. Atlas Magazine (2019): “Blockchain: Axa stops Fizzy”, 
https://www.atlas-mag.net/en/article/blockchain-axa-
stopsfizzy, 14.11.2019

12. H. Caillet (2021): “AXA IM completes its first market 
transaction registered on Blockchain technology with 
Société Générale”, https://www.axa-im.com/media-centre/
axa-imcompletes-its-first-market-transaction-registered-
blockchaintechnology-societe-generale,2021 

13. P. Meeusen, A. Sorniotti (2017): “Blockchain in Re/Insurance 
- Technology with a Purpose”,    
https://www.swissre.com/dam/jcr:c2213d00-e114-4dde-
9782-4bf2e130c892/Presentation_Alessandro_Sorniotti_
Paul_Meeusen.pdf, 2017 

14. C. Toderascu, V. G. Gnicolaescu (2022): “How the blockchain 
Technology can change teh value chain in the Insurance 
marktet”, ttps://www.jopafl.com/uploads/issue24/HOW_
THE_BLOCKCHAIN_TECHNOLOGY_CAN_CHANGE_
THE_VALUE_CHAIN_IN_THE_INSURANCE_MARKET.
pdf ,

15. Shetty, A., Shetty, A. D., Pai, R. Y., Rao, R. R., Bhandary, R., 
Shetty, J., ... & Dsouza, K. J. (2022). Block chain application 
in insurance services: A systematic review of the evidence. 
SAGE Open, 12(1), 21582440221079877.

16. Khan, S. N., Loukil, F., Ghedira-Guegan, C., Benkhelifa, 
E., & Bani-Hani, A. (2021). Blockchain smart contracts: 
Applications, challenges, and future trends. Peer-to-peer 
Networking and Applications, 14, 2901-2925.

Copyright: ©2023 Oliver Bodemer. This is an open-access article distributed 
under the terms of the Creative Commons Attribution License, which 
permits unrestricted use, distribution, and reproduction in any medium, 
provided the original author and source are credited.

https://opastpublishers.com

https://doi.org/10.1016/j.frl.2016.09.025
https://doi.org/10.1016/j.frl.2016.09.025
https://doi.org/10.1016/j.frl.2016.09.025
https://doi.org/10.1016/j.frl.2016.09.025
https://scholarspace.manoa.hawaii.edu/items/14088472-a360-4f49-bbb4-1818a6998b0c
https://scholarspace.manoa.hawaii.edu/items/14088472-a360-4f49-bbb4-1818a6998b0c
https://scholarspace.manoa.hawaii.edu/items/14088472-a360-4f49-bbb4-1818a6998b0c
https://capital.report/Resources/Whitepapers/40fc8a6a-cdbd-47e6-83f6-74e2a9d36ccc_finance_topic2_source2.pdf
https://capital.report/Resources/Whitepapers/40fc8a6a-cdbd-47e6-83f6-74e2a9d36ccc_finance_topic2_source2.pdf
https://www.blockchainresearchinstitute.org/brimembership/2023
https://www.blockchainresearchinstitute.org/brimembership/2023
https://www.blockchainresearchinstitute.org/brimembership/2023
https://www.axa.com/en/news/axa-goes-blockchain-withfizzy
https://www.axa.com/en/news/axa-goes-blockchain-withfizzy
https://insurtechdigital.com/articles/how-will-blockchaintechnology-
https://insurtechdigital.com/articles/how-will-blockchaintechnology-
https://insurtechdigital.com/articles/how-will-blockchaintechnology-
https://insurtechdigital.com/articles/how-will-blockchaintechnology-
https://pdfs.semanticscholar.org/1c3f/5f21a72a68bb281292c38e0c59547735285e.pdf
https://pdfs.semanticscholar.org/1c3f/5f21a72a68bb281292c38e0c59547735285e.pdf
https://pdfs.semanticscholar.org/1c3f/5f21a72a68bb281292c38e0c59547735285e.pdf
https://pdfs.semanticscholar.org/1c3f/5f21a72a68bb281292c38e0c59547735285e.pdf
https://cointelegraph.com/news/chinese-e-insurancecompany-
https://cointelegraph.com/news/chinese-e-insurancecompany-
https://cointelegraph.com/news/chinese-e-insurancecompany-
https://cointelegraph.com/news/chinese-e-insurancecompany-
https://cointelegraph.com/news/chinese-e-insurancecompany-
https://www.atlas-mag.net/en/article/blockchain-axa-stopsfizzyhttps://www.atlas-mag.net/en/article/blockchain-axa-stopsfizzyAtlas Magazine (2019): “Blockchain: Axa stops Fizzy”, https://www.atlas-mag.net/en/article/blockchai
https://www.atlas-mag.net/en/article/blockchain-axa-stopsfizzyhttps://www.atlas-mag.net/en/article/blockchain-axa-stopsfizzyAtlas Magazine (2019): “Blockchain: Axa stops Fizzy”, https://www.atlas-mag.net/en/article/blockchai
https://www.atlas-mag.net/en/article/blockchain-axa-stopsfizzyhttps://www.atlas-mag.net/en/article/blockchain-axa-stopsfizzyAtlas Magazine (2019): “Blockchain: Axa stops Fizzy”, https://www.atlas-mag.net/en/article/blockchai
https://www.axa-im.com/media-centre/axa-imcompletes-its-first-market-transaction-registered-blockchaintechnology-societe-generale,2021
https://www.axa-im.com/media-centre/axa-imcompletes-its-first-market-transaction-registered-blockchaintechnology-societe-generale,2021
https://www.axa-im.com/media-centre/axa-imcompletes-its-first-market-transaction-registered-blockchaintechnology-societe-generale,2021
https://www.axa-im.com/media-centre/axa-imcompletes-its-first-market-transaction-registered-blockchaintechnology-societe-generale,2021
https://www.axa-im.com/media-centre/axa-imcompletes-its-first-market-transaction-registered-blockchaintechnology-societe-generale,2021
https://www.swissre.com/dam/jcr:c2213d00-e114-4dde-9782-4bf2e130c892/Presentation_Alessandro_Sorniotti_Paul_Meeusen.pdf
https://www.swissre.com/dam/jcr:c2213d00-e114-4dde-9782-4bf2e130c892/Presentation_Alessandro_Sorniotti_Paul_Meeusen.pdf
https://www.swissre.com/dam/jcr:c2213d00-e114-4dde-9782-4bf2e130c892/Presentation_Alessandro_Sorniotti_Paul_Meeusen.pdf
https://www.swissre.com/dam/jcr:c2213d00-e114-4dde-9782-4bf2e130c892/Presentation_Alessandro_Sorniotti_Paul_Meeusen.pdf
https://www.swissre.com/dam/jcr:c2213d00-e114-4dde-9782-4bf2e130c892/Presentation_Alessandro_Sorniotti_Paul_Meeusen.pdf
https://doi.org/10.1177/21582440221079877
https://doi.org/10.1177/21582440221079877
https://doi.org/10.1177/21582440221079877
https://doi.org/10.1177/21582440221079877
https://link.springer.com/article/10.1007/s12083-021-01127-0
https://link.springer.com/article/10.1007/s12083-021-01127-0
https://link.springer.com/article/10.1007/s12083-021-01127-0
https://link.springer.com/article/10.1007/s12083-021-01127-0

